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Abstract

• Current neural network models.

– They have drawbacks

• Solution:

– Deep reinforcement learning.
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Introduction

• Sequence-to-sequence (SEQ2SEQ) model 
(Sutskever et al., 2014).

• SEQ2SEQ is not without faults.
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Introduction

• Drawbacks

– Generate generic response

– Can get stuck into infinite loop
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Conversation example 1
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Conversation example 2
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Conversation example 3
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Conversation example 4
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Introduction(cont…)

• What we need along with SEQ2SEQ

– Developer-defined rewards.

– Foresight.
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Reinforcement Learning for Open-
Domain Dialogue

• The learning system consists of two agents. 
p&q

– Action

– State

– Policy
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Reinforcement Learning for Open-
Domain Dialogue

– Reward

• R reward is obtained for each action.

• Ease of answering

• Information flow

• Semantic coherence
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Simulation

• Simulate the process of two virtual agents.

– Supervised learning

– Mutual Information
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Simulation

• Mutual Information

– Encoder-decoder model.

– Stochastic gradient descent.
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Simulation

• Steps for dialogue simulation between two 
agents are-

– Initiation step

– Agent1 response

– Agent2 response
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Simulation

• Optimization

• Curriculum learning
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Simulation
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Experimental Results

• The dialogues are evaluated using two metrics

– Conversation length

– Diversity
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Experimental Results

• Data Set

– High-quality initial inputs fed to the agent.

• Automatic Evaluation

– Length of the dialogue

– Diversity
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Experimental Results

• Human evaluation(3 settings)

– Which is better

– Easier to respond

– High quality
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Experimental Results

• Qualitative analysis
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Experimental Results

• Qualitative analysis
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Experimental Results

• Issues observed
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Conclusion

• Overcame drawbacks of SEQ2SEQ

• Responses are comparable to RL
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